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By John Still

o the new year rolled around, 
spring is almost here, and you 
are wondering why you can’t 
get your belt done up in the 
same notch as you did a few 
months ago. Maybe all of those 
second helpings on cold winter 

evenings weren’t such a good 
idea after all. Instead of tossing 

out all those fitness club flyers you 
get in the mail, you are actually starting to read them 
because you know you have to do something quick 
before you need a bigger belt altogether. 

We’ve all been told before that regular exercise 
is the key to a healthy body and spirit. The same 
holds true for your System i5. Still, many shops adopt 
the “if it ain’t broke, don’t fix it” attitude. Sadly, these 
are the systems that end up in the emergency room for 
“unscheduled” maintenance. 

Implementing a maintenance strategy for your i5 
will help you stay out of the emergency room and, to 
be honest, just makes good business sense. Would you 
rather have short, scheduled outages for maintenance, 
or unscheduled, middle of the day scrambles with panic 
calls to IBM support and users lighting up your help 
desk lines?

Recommendations for Server Maintenance
When it comes to server maintenance, IBM 

recommends the following:
1. Keep your server on a 

supported release level.
2. Stay current with the latest 

available fix packages:
•	 Cumulative PTF 

Packages 
•	 HIPER Group PTFs 
•	 Database 

Group PTFs 
•	 Other Group PTFs 

as related to your 
environment 

•	 HMC and server 
firmware fixes 

Most shops I have visited tend to stay on supported 
release levels. Falling behind in OS levels could make for 
more complicated (and costly) upgrades in the future as 
you may have to do an interim upgrade before you can 
get to the new release level. If you get to the point where 
you are running an unsupported release, getting help 
after your system crashed will be difficult. IBM’s technical 
support databases are always pushing the information 
on the unsupported releases out to make room for 
the APARS and Knowledge Base documents for the 
supported releases. You might find a hit doing a Google 
search on the error code…maybe. If you find yourself in 
this position, contact us here at Mid-Range and we will 
do our best to help resolve the problem. Helping you put 
together a strategy to get to the latest release and fix 
levels would be our top priority. 

Staying current with the latest available fix packag-
es may be desirable but for most shops, having to IPL 

their system with a frequency 
that matches IBM’s PTF 

updates is just not pos-
sible. As far as Cumu-
lative PTFs and other 
Group PTF packag-
es, I think a quarterly 
maintenance sched-
ule is sufficient.

The High Impact 
and Pervasive Prob-
lems (HIPER) bulletin 
lists new PTFs every 
week. Again, finding a 
weekly maintenance 
window to stay current 
with the HIPER bulle-
tin is nearly impossible 

for most. I would still 
recommend all shops 

subscribe to this bulletin 
and review it for any criti-

cal issues that have 
been dis-

Keep Your 
Firmware Firm
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covered. You may see something 
that may impact your business…a 
defective PTF or a DASD microcode 
patch. In fact, the most recent HIPER 
bulletins have listed PTFs required 
to handle the changes this year to 
Daylight Saving Time. By all means, 
schedule time to take care of these 
issues. Scheduled versus unsched-
uled is always the better way to go. 
You can subscribe to the HIPER bul-
letin at no charge. Just send an email 
to hiper@ca.ibm.com and include 
your IBM customer number.

What is firmware?
Now, assuming you have been a 

good little IT manager and have kept 
your iSeries on a current OS level 
and you have also been diligent by 
applying PTFs on a quarterly basis, 
along comes a shiny new System 
i5 into your shop. How does this 
change your maintenance strategy? 
The introduction of the Hardware 
Management Console (HMC) and i5 
firmware will require some minor but 
important adjustments.

Let us first discuss the concept 
of firmware as this is something 
new that was introduced with the 
i5 hardware lineup. The simple 
definition of firmware is it is low level 
software that controls the system 
hardware.

As you can see in this diagram, 
firmware on the System i5 is more 
complex than the simple definition 
leads you to believe. Here is a brief 
description of each of the firmware 
components:

•	 FSP is the Flexible Service 
Processor firmware. This 
provides diagnostics, 
initialization, configuration, 
run-time error detection, 
and correction.

•	 PHYP is the Power 
Hypervisor firmware. Based 

on the iSeries hypervisor, 
this provides VLAN, virtual 
I/O, and subprocessor 
partitioning support. 

•	 PFW is the Partition 
Firmware that supports the 
pSeries Power Architecture 
Platform Requirements+ 
(PAPR+) interface. 

•	 HMC is the Hardware 
Management Console 
firmware. This provides 
converged platform 
configuration, management, 
and services. 

•	 SPCN is the System 
Power Control Network 
firmware. This interfaces 
with bulk power for power 
monitoring and control.

•	 BPC is the Bulk Power 
Control firmware that 
controls each bulk power 
unit in CEC and towers. 
This firmware is specific 
to the i595 system. 

As with OS and System Licensed 
Internal Code (SLIC) PTFs, updating 

firmware will fix known problems 
with these components, add new 
function, and keep the server and 
HMC operating at their peak.

Firmware Update Policy
There are many ways to order 

firmware for your System i5. You 
can use an HMC, order a CD, use 
the SNDPTFORD command from a 
green screen, or go to the Fix Central 
web site. Before you do this however, 
you need to know what the firmware 
update policy is set to on your server. 
If your system is not controlled by an 
HMC, the firmware update policy 
is set to “Operating System”. This 
simply means that you would order 
the Firmware fix as you would any 
other PTF using the SNDPTFORD 
command or through Fix Central. 
Firmware fixes and updates are also 
included in Cumulative PTF packages 
and HIPER Group PTFs…when you 
load and apply these, you are also 
applying firmware fixes.

The only other setting for the 
firmware update policy is “HMC”. If 
your server is controlled by an HMC 
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this is the default setting. You could 
change the setting to “Operating 
System” but you would also have 
to designate a “Service Partition” to 
act as the vehicle for loading and 
applying the fixes. If you only have a 
single partition, this is not a problem. 
When you have multiple partitions, 
this is not recommended since 
applying Cumulative or HIPER PTFs 
on the Service Partition that has 
firmware fixes included WILL force 
a shutdown of the entire System i5 
as firmware fixes are applied. If you 
are not prepared, this could mean 
abnormal shutdowns of all your 
partitions. You have more control 
over this when the HMC manages 
the firmware. 

How can you tell if LIC is HMC 
managed or operating system 
managed on your i5? One way is 
to try to start the HMC’s Change 
Internal Code Wizard:

•	 Click on Licensed 
Internal Code 
Maintenance on the 
HMC’s Navigation area

•	 In the contents area, 
click on Licensed 
Internal Code Updates.

•	 Select Change Licensed 
Internal Code for the 
Current Release. 

You will receive the message 
“The requested action is not allowed. 
One or more targets are configured 
for LIC updates through the operating 
system.” if the operating system has 
LIC update control.

The only way to change this 
setting is through the Advanced 
System Management Interface 
(ASMI) which you access from 
the Service Applications menu on 
the HMC or by using the updlic 
command from the HMC command 
line interface.

What Firmware Fixes 
are Available?

Now that you know what your 
firmware update policy is set to, you 
can go to IBM’s Recommended Fixes 
site and see what firmware fixes are 
available:

http://www-912.ibm.com/s_dir/
slkbase.nsf/recommendedfixes

Select the OS level you are 
running, and then select the Server 
Firmware link base on the setting 

of the firmware update policy. Note 
- if your firmware update policy is set 
to Operating System and you are 
running V5R3 OS, you will need to 
know if your SLIC level is V5R3 or 
V5R3M5 as the firmware fixes are 
different. Type DSPSFWRSC on a 
command line and press enter. Press 
F11 and you will see the installed 
release level of the SLIC.

It is important to note that in most 
cases the HMC code level needs to be 
updated to the most recent level prior 
to updating firmware. Fortunately, the 
HMC code can be updated without 
disrupting running partitions and usually 
takes less than an hour to complete. 
HMC code can be ordered directly from 
the HMC if it is on a public network with 
access to the Internet. You can also 
order CDs from the Recommended 
Fixes or Fix Central sites.

To determine the current level of 
HMC code, click the help tab at the 
top of the HMC GUI screen and then 
select “About HMC”.

To determine the current level 
of firmware installed using an 
HMC, click on Licensed Internal 
Code Maintenance on the HMC’s 
Navigation area: 

•	 In the contents area, 
click on Licensed 
Internal Code Updates. 

•	 Select Change Licensed 
Internal Code for the 
Current Release. 

•	 Select the managed 
system (your i5). 

•	 Select View System 
Information and 
click OK.

•	 Select None for the LIC 
repository and click OK.

For servers without an HMC you 
need to sign on to System Service 
Tools (STRSST) then select the 
following:

•	 1. Start a service tool
•	 4. Display/alter dump
•	 1. Display/alter storage
•	 2. Licensed Internal 

Code (LIC) data
•	 14. Advanced analysis
•	 Put a 1 next to 

Flashlevels and 
press enter

... firmware

IBM® System i™ family
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System i - Administration
Understanding Your System i
Length: 2 days
Scheduled: May 30 & 31, 2007
Registration: 8:30
Course Time: 9:00 - 17:00
Price: $795
Instructor: Richard Dolewski
Course Abstract: 
This 2 day course is directed at individuals looking to enhance their understanding of Sys-
tem i administration and systems management best practices. The student will be given a 
detailed overview of the unique aspects of the System i architecture. These sessions are 
hands on and cover the typical day-to-day required of a System i administrator. Upon the 
completion of this course the student will be able to perform PTF management and under-
stand the System i IPL process. The native save & restore functions in the operating system 
and best practices for reviewing logs will also be covered. In addition the student will learn 
about system values and how they control the system’s operation. 

System i - BRMS
Backup, Recovery, and Media Services on System i 
Length: 2 days
Scheduled: May 23 & 2�, 2007
Registration: 8:30
Course Time: 9:00 - 17:00
Price: $795
Instructor: Richard Dolewski
Course Abstract: 
Learn about BACKUP and Recovery Media Services (BRMS). One stop tool to manage your 
backup, recovery, and media management in stand-alone or multiple i5 systems at a single 
site or across the network. Prerequisite: Student must be familiar with the OS/�00 standard 
save and restore commands. 

Installing a New Release of OS/400 V5R3 - V5R4
Moving Your System i Operating System From One Release to the Next
Length: 1 day
Scheduled: May 10, 2007
Registration: 8:30
Course Time: 9:00 - 17:00
Price: $795 
Instructor: Richard Dolewski
Course Abstract: 
This one day course covers the basics. Learn and understand what needs to be done on your 
system prior to taking this big step. Systems preparation and the technical procedures will 
be reviewed to ensure a successful implementation. Students will go through a step-by-step 
Operating System upgrade process in the classroom. Plenty of helpful tips to ensure you are 
running come Monday morning. 

Location: 3� Riviera Drive, Markham, On. L3R 5M1
Register @: educate@midrange.ca

Education
Blade Rage
Blade Server Technology
Length: 1 day
Scheduled: April 17, 2007
Registration: 8:30
Course Time: 9:00 - 12:00
Price: Free
Instructor: Paul Oh
Topics Covered: 

• IBM Virtual Fabric 
• Architecture,Application Solutions & 

Consolidation
• Virtualization
• Live-Demo

RSVP: lhall@midrange.ca

TSM Seminar
Tivoli Storage Manager 5.4
Length: 1 day
Scheduled: April 2�, 2007
Registration: 8:30
Course Time: 9:00 - 12:00
Price: Free
Instructor: Paul Oh
Topics Covered: 

• New Features 
• New Functions
• New Capabilities
• Live-Demo

RSVP: lhall@midrange.ca

TM

•	 Press enter again 
to see the installed 
level of firmware

Fixpacks VS Releases
There are two options available 

to change the firmware running on 
your server:

1. Upgrade to a new release. 
This is always a disruptive process 
as the i5 will be shutdown, powered 
off, and then reactivated again.

2. Update the existing 
Firmware running on the system. 
Updates are also called “Fixpacks”. 
If your system is managed by an 
HMC and the Firmware Update 
Policy is set to “HMC”, updating the 
existing Firmware will in most cases 
be a concurrent process that will 
not disrupt partition operations. The 
instructions for the Firmware update 
will indicate if the process will be 
disruptive or not. Remember, if your 
system is not managed by an HMC 
or if your Firmware Update Policy is 
set to “Operating System”, installing 
Fixpacks will always be a disruptive 
process so you will need to plan 
accordingly.

If the firmware instructions 
indicate the process will be 
disruptive, do a normal shutdown 
on all your partitions. Once the 
partitions are in a powered off state, 
proceed with the firmware upgrade 
or update.

On an HMC managed system, 
go to the Licensed Internal Code 
Updates section on the HMC to 
install Firmware. Take the option to 
“Upgrade Licensed Internal Code 
to a new release” task for release 
updates or “Change Licensed 
Internal Code for the current release” 
task if you are installing a Fixpack.

Once the upgrade has 
completed, you can right click on 
each of your partitions, activate 
them, and resume operations. That’s 
all there is to it.

In a Nutshell
Planned versus unplanned, 

scheduled versus unscheduled…
this is the mantra. In the meantime, 
where did I put all those fitness club 
flyers?   M-R


